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1. INTRODUCTION

This document sets out the policy and procedures of IDM (organization) against fraud and other forms of dishonesty. It applies to Directors, staff and volunteers. Anybody associated with IDM who commits fraud, theft or any other dishonesty, or who becomes aware of it and does not report it, will be subject to appropriate disciplinary action. Fraud can have a devastating effect on our organization because it could result in significant financial loss and other long-term business repercussions. Any allegations of fraud will be taken seriously, with no exceptions. All individuals, regardless of position, title, or tenure with the organization are expected to remain vigilant and report any suspicious activity. These procedures promote a culture founded on fraud prevention, awareness, and accountability, and clarify acts that are considered to be suspicious. They support a culture of operating within a comprehensive framework of internal controls, complete with documented and formalized policies, procedures, processes, and other supporting safeguards as needed. The procedures provide guidance to prevent, detect, report, and investigate when fraudulent acts are suspected and subsequently proven.
Any fraud regulation previously applied by our entity will be read and applied along with this antifraud policy. Should there be any provision that will differ from the previous fraud regulation, it will be replaced by this policy. 

2. STATEMENT OF INTENT

IDM will continually strive to ensure that all its financial and organizational processes are carried out and reported honestly, accurately, transparently and accountably and that all decisions are taken objectively and free of personal interest. IDM will not condone any behaviour that falls short of these principles. IDM upholds a zero-tolerance approach regarding fraud and corruption. The organization will identify and promptly investigate any suspected fraudulent or related dishonest activity against IDM or other parties with whom the organization has dealings. IDM will take appropriate disciplinary and legal actions including the possibility of termination of employment, restitution, and forwarding information to the appropriate authorities for prosecution. All members of IDM have a responsibility for putting these principles into practice and for reporting any breach they discover.

3.	DEFINITIONS
3.1 Fraud:  A deliberate intent to acquire money or goods dishonestly through the falsification of records or documents. The deliberate changing of financial statements or other records by either; a member of the public, someone who works or is a volunteer for IDM. The criminal act is the attempt to deceive and attempted fraud is therefore treated as seriously as accomplished fraud. Dishonest or fraudulent activities include, but are not limited to, the following: 
a. Theft:   Dishonestly acquiring, using or disposing of physical or intellectual property belonging to IDM or to individual members of the organisation.
b. Misuse of equipment:  Deliberately misusing materials or equipment belonging to IDM for financial or material benefit.
c.  Abuse of position:   Exploiting a position of trust within the organization for financial or material benefit.
d. Forgery or alteration of documents (checks, bank draft, time sheets, invoices, agreements, etc.) or bank accounts belonging to the organization or its partners.
e. Misrepresentation of information on documents.
f. Misappropriation of funds, supplies, or assets. 
g. Improprieties in the handling or reporting of money or financial transactions.
h. Authorizing or receiving payments for goods not received or services not performed.
i. Authorizing or receiving payment for hours not worked.  
j. Inappropriate use of the organization’s records and disclosing confidential and proprietary information to outside parties. 
3.2 Corruption is defined as the offering, giving, soliciting, or acceptance of an inducement or reward that may improperly influence the action of a person or entity. Some examples of corruption include:  Bribery, Conspiracy, Extortion. 

4. CULTURE

IDM fosters honesty and integrity in its entire staff. Directors, staff and volunteers are expected to lead by example in adhering to policies, procedures and practices. Equally, members of the public, service users and external organizations (such as suppliers and contractors) are expected to act with integrity and without intent to commit fraud against the Charity. Senior management are expected to deal promptly, firmly and fairly with suspicions and allegations of fraud or corrupt practice

5. RESPONSABILITIES

In relation to the prevention of fraud, theft, misuse of equipment and abuse of position, specific responsibilities are as follows:
5.1 Management is responsible for the detection and prevention of fraud and misappropriation. Each member of management should be familiar with the types of improprieties that might occur within their area of responsibility and be alert for any indication of irregularity. 
5.2 Management, members of the Board of Directors, employees or contractors are responsible to report any potential instance of fraud or corruption to the Finance Department, immediately as provided here below. Should the Finance Department be suspected in the fraud, the notification must then be escalated to the Executive Director.
5.3 The Finance Department is responsible for the administration, revision, interpretation, and application of this policy. The policy will be reviewed annually and revised as necessary.
5.4 The Finance Department is also responsible to act as the lead during the investigation process in determining if fraudulent activity has taken place and to the lead the review process.

6. PREVENTING FRAUD AND CORRUPTION

6.1 The organization has established internal controls, policies, and procedures to deter, prevent, and detect fraud and corruption. 
6.2 Prior to engagement of new employees and contractors, it will be subject to background investigations, including a criminal background check, while submitting appropriate certificates. The organization will also ask for proof of all applicants’ employment history, education, and personal references prior to making an offer of employment. 
6.3 Vendors, contractors, and suppliers must be active, in good standing, and authorized to transact business in the country. Vendors, contractors, and suppliers are subject to screening, including verification of the individual’s or company’s status as a suspended or debarred party. 
6.4 Contractual agreements with IDM will contain a provision prohibiting fraudulent or corruptive acts and will include information about reporting fraud and corruption. 
6.5  Employees will receive fraud and corruption awareness training. New hires will receive the training as part of their orientation at the commencement of employment and will sign a statement acknowledging that they have received and read the Anti-Fraud Policy. All employees will receive fraud and corruption awareness training every three years. 


7. REPORTING FRAUD AND CORRUPTION 

7.1 Any person who has a reasonable basis for believing fraudulent or corrupt acts have occurred has a responsibility to report the suspected act to the Finance Department, immediately. Failure to report suspected fraudulent or corrupt activity in a timely manner according to the procedures below will also be subject to disciplinary action. The procedures for anonymously reporting, are laid out in the Whistleblower Policy. Alternatively, staff members can report suspected fraudulent or corrupt acts as stated below. In all instances, the suspected fraudulent activity must be escalated to the Director of Finance. No other actions are to be taken until the Finance department is aware of the suspicious activity.
7.2 Administrative Staff - should report to their respective Director and/or Manager, who will report to the Director of Finance.
7.3 Any suspected act involving a Director or Manager, should be reported directly to the Director of Finance. 
7.4 Any suspected act involving the Finance Director, should be reported directly to the Executive Director who informs the Audit Committee.
7.5 Any suspected act involving the Executive Director/Board of Directors should be reported to the Audit Committee of the Board of Directors via the Director of Finance. 
7.6 Directors, managers, and the Executive Director must inform the Director of Finance of all suspected fraudulent acts reported to them via means other than those described in the official Whistleblower policy within five days that they become aware that such acts have been committed. If the fraudulent act includes grant funds the Program Director must also be informed. 
7.7 The reporting employee shall refrain from further investigation of the incident, confrontation of the alleged violator, or further discussion of the incident with any other party unless requested to do so by their respective Supervisor, the Finance Department, the organization’s legal counsel, and/or law enforcement. 
7.8 Retaliation and retribution will not be tolerated against any employee or Board member who reports suspected fraudulent or corrupt activities. However, if an employee is determined to have acted maliciously or with deceit, the employee is subject to disciplinary action.

8. INVESTIGATION

8.1 The Finance Department has the responsibility to ensure that all suspected fraudulent acts are properly screened and investigated.
8.2 The investigating team or individual will have: 
8.2.1 Free and unrestricted access to all the organization records and premises, whether owned or rented
8.2.2 The authority to examine, copy, and/or remove all or any portion of the contents of files, desks, cabinets, and other storage facilities on the premises without prior knowledge or consent of any individual who may use or have custody of any such items or facilities when it is within the scope of their investigation. 
8.3 If a fraudulent act involves an employee, the investigating team or individual will determine when to notify the employee and whether to recommend the Executive Director or the duly authorized person, for applying appropriate disciplinary measures or the termination of employment .
8.4 All reports of suspected fraudulent acts will be taken seriously and the investigation team or individual will make decisions based on the nature and seriousness of the allegation and facts of each case, whether to consult with legal counsel or to utilize outside resources to further the investigation.
8.5 Investigation results will not be disclosed or discussed with anyone other than those who have a legitimate need to know.
8.6 If the investigation substantiates that fraudulent activities have occurred, the investigating team or individual will issue an investigation report to the Executive Director, the Director of Finance, and other appropriate personnel. If appropriate, the Director of Finance will report to the Board of Directors through the Audit Committee.

9. CORRECTIVE ACTION 

9.1 Depending on the seriousness of the offense and the facts of each case, actions against an employee will range on the bases of the Disciplinary Code for Employees and this Antifraud Policy, from written notification on application of additional probation period, application of appropriate disciplinary measures up to and including dismissal where appropriate, to legal action, either civil or criminal. In cases involving monetary losses, the organization will pursue recovery of losses.
9.2 Before and in any case upon a decision is reached in the assessment of the gravity of the fraud actions, the employee or the person suspected in this activity, will be called in a meeting, and all facts will be discovered in order for the individual to have the right of expression and defense. The disciplinary measure will be adopted and duly communicated to the person within reasonable time but not later than 5 working days after the meeting is held. The gravity of the fraud actions committed, will define the gravity of the adopted disciplinary measure or measures if deemed that only one measure is not sufficient.
9.3 Individuals at all levels of the Organization will be treated equally regardless of their position, years of service, or affiliation with the organization.
9.4 Specific actions:
9.4.1 Decisions to take actions
9.4.2  or refer investigation results to the appropriate law enforcement and/or regulatory agency for independent investigation will be made in consultation with legal counsel and the Executive Director.
9.4.3 If an investigation results in a recommendation to terminate an employment, the recommendation will be reviewed for approval by the respective human resources personnel, the employees’ supervisor, the Executive Director, and if necessary, by legal counsel before any such action is taken.
9.5 Final determination regarding actions against an individual or business found to have committed fraud or corruption will be made by the Executive Director, or Audit Committee, depending on the details of the matter.



10. RELATED FORMS 
10.1 Fraud Policy Acknowledgement (Annex A) 
Note: Please retain in employee’s personnel file.












Annex A



The Institute for Democracy and Mediation Anti-Fraud Policy Acknowledgment





My signature acknowledges that I have read the Sample Fraud Policy and that I understand my responsibilities related to the prevention, detection and reporting of suspected fraudulent activities.



 Name: ________________________________ 



Signature: _______________________________  


Date Signed: _______________________________ 
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